CYBERSECURITY IS NOT A PRODUCT, IT’S A PROCESS: FINANCIAL SERVICE REGULATORS HOLD INSURANCE COMPANY BOARDS RESPONSIBLE FOR CYBERSECURITY
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INTRODUCTION

Over the last few years, the insurance industry has been recognized as a significant target of cybersecurity threats.1 In 2015, the data breach at Anthem, Inc., resulted in the information of millions of individuals being compromised.2 On the same day, hackers are estimated to have stolen up to 11 million customer records at Premera Blue Cross.3 Hackers have realized that data held by insurance companies can, in fact, be more valuable over time than credit card information.4 For example, insurance companies store data on where the insureds live, spouses’ names and serious medical conditions.5 In the age of technological turbo-change, cybersecurity risk will not be going away...
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anytime soon - it will only become more complicated and potentially more dangerous.6

This ever-present danger of cybersecurity risks is generating state and federal regulators to propose corporate governance cybersecurity requirements for insurance company Boards of Directors (the “Board” or “Boards”) and management. Financial service regulators are taking action to safeguard the insurance industry from cybersecurity threats by requiring programs and policies to be approved and monitored by Boards and implemented by management. Our focus is on the proposed insurance regulations that approach cybersecurity risk with a regulatory stick by mandating the implementation of cybersecurity policies and programs with rigorous Board oversight, and, in one instance, Board certification of compliance. If management and directors of financial institutions that experience future cyber incidents are subsequently found to be noncompliant with such a regulation, then Boards will be further exposed to litigation. Such litigation would likely be covered under D&O policies and, therefore, most likely would result in increased D&O premiums.7

In late 2016, there was a frenzy of regulatory activity on the federal and state level. the New York Department of Financial Services (“NYDFS”), a consortium of federal regulators and the National Association of Insurance Commissioners (“NAIC”)—which tends to influence the legislative and regulatory insurance laws of many states—each considered regulations to curb cybersecurity risks.8 All three have corporate governance requirements. The first ever cybersecurity regulation was released by the NYDFS on September 13, 2016.9 Following a barrage of industry comments, Superintendent Maria Vullo issued an updated cybersecurity regulation.10

11 Governor Cuomo Announces Proposal of First-In-The-Nation Cybersecurity Regulation to Protect Consumers and Financial Institutions, supra note 9.
regulators at the NAIC have been busy working toward developing an Insurance Data Security Model Law (the “Model Act”) to establish insurance industry standards for data security.12 In response to industry comments, the Model Act is now on its third draft and is expected to be finalized later this year.13 Finally, at the federal level, a joint advance notice of proposed rulemaking (“ANPR”) for enhanced cyber risk management standards for large and interconnected and federally regulated financial institutions was jointly released, in October, by the Office of the Comptroller of the Currency, the Board of Governors of the Federal Reserve System, and the Federal Deposit Insurance Corporation (the “Federal Regulators”).14

Surveys completed by Spencer Stuart/Corporate Board Member and PWC’s Governance Insights Center show that public company Boards view cybersecurity risk as a serious problem that needs more attention.15 With that said, the aforementioned regulatory proposals mandate corporate governance requirements for insurance company Boards. Boards of insurance companies now not only have a fiduciary responsibility and duty of care to the company, policyholders and shareholders, but also have to comply with regulatory mandates.

Part 1 of this Article will address the corporate governance mandates of the updated, proposed cybersecurity regulation issued by the NYDFS and how the mandates have changed from the initial, proposed regulation. Part 2 will focus on the NAIC Model Act’s corporate governance requirements. Lastly, Part 3 will discuss how corporate governance is approached by the ANPR issued by the Federal Regulators.

I. NYDFS REGULATION

After surveying nearly 200 of its regulated insurance companies and banks for industry insight, the NYDFS proposed the first-ever cybersecurity
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regulation to protect against the growing threat of cyber-attacks. Following a 45-day comment period, where over 150 comments were submitted, NYDFS issued an updated draft on December 28, 2016. NYDFS made it clear that the revised regulation was a result of careful consideration of the submitted comments.

A. Initial Regulation

Both the initial and the most recent drafts of the cybersecurity regulation create corporate governance obligations for insurance company Boards. Insurance companies are required to establish a cybersecurity program and policies to ensure the confidentiality, integrity and availability of their information systems and nonpublic information. A Chief Information Security Officer (“CISO”) must also be designated to be responsible for implementing, overseeing and enforcing the program and policies. The cybersecurity policy must address specific areas, such as system and information security, customer data privacy, and vendor and third-party service provider management. Initially, the draft regulation required at least an annual Board review of the cybersecurity policy and biannual CISO reports to the Board. A certification of compliance from the Board or senior officer to NYDFS is required to affirm that the insurance company is in compliance with the cybersecurity regulation.
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B. Revised Regulation

On December 28, 2016, NYDFS released an extensively revised cybersecurity regulation. Most notably, the annual review requirement by the Board of the cybersecurity policy has been eliminated. Under the revised regulation, either a senior officer or the Board are required to approve the written cybersecurity program and polices. This option of either senior officers or the Board permits the Board to rely solely on management for the cybersecurity program’s approval.

Initially, the regulation required a biannual report by the CISO to the Board assessing the information systems, exceptions to the cybersecurity policies and procedures, identifying the cyber risks and assessing the effectiveness of the cybersecurity program, along with proposing steps to remedy any inadequacies and a summary of all cybersecurity events. The revised regulation requires an annual report by the CISO on material cyber risks, overall effectiveness of the program and eliminates any remediation steps for program inadequacies. A summary of cybersecurity events and external reporting of cyber breaches is raised from all events to material events.

II. NAIC MODEL ACT

In the U.S., insurance regulation is largely a state based system where each state has its own insurance law and regulator. The NAIC is the regulatory support and standard-setting organization operated by the insurance regulators from all 50 states and the U.S. territories. Through the NAIC, state insurance regulators establish standards and best practices, conduct peer review, and


28 N.Y. COMP. CODES R & REGS. tit. 23, § 500.03 (2017).


30 N.Y. COMP. CODES R & REGS. tit. 23, § 500.04(b) (2017).


33 About the NAIC, supra note 8.
coordinate their regulatory oversight. In late 2014, the NAIC Executive (EX) Committee appointed the Cybersecurity (EX) Task Force to function as the hub for cybersecurity regulatory activity.

In 2015, the NAIC adopted the 12 Principles for Effective Cybersecurity Insurance Regulatory Guidance and, in March 2016, began working on drafting the Model Act to establish cybersecurity standards for insurance companies which cover data security and investigation and notification of breaches. More recently, the proposed Model Act was discussed at both the 2016 NAIC summer and fall meetings. The initial drafts of the Model Act have been revised after receiving extensive comments from trade associations, market participants and regulators. An ad hoc drafting group was formed to move the Model Act toward finalization. The ad hoc group is currently chaired by Elizabeth Kelleher Dwyer, the Rhode Island Insurance Superintendent. Work on a third draft of the Model Law is continuing into 2017 with biweekly regulator, conference calls.

The Model Act requires much more of insurance company Boards. It establishes clear Board responsibility for cybersecurity by requiring Board approval and oversight of the required comprehensive written information security program including implementation and ongoing management
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The written program must contain details of the administrative, technical and physical safeguards for protecting personal information. There is also an annual certification of compliance to the Board by management on the overall status of the cybersecurity program, material matters related to the program and the company’s compliance with the Model Act.

In the current NAIC drafting meetings, the points of contention that are being debated regarding the language of the Model Act do not include the aforementioned corporate governance requirements. Work on a third draft of the Model Law continues and only time will tell whether the governance requirements will remain in the finalized model legislation.

III. ANPR ISSUED BY THE FEDERAL REGULATORS

Federal Regulators announced a joint ANPR for enhanced cyber-risk management standards for large, interconnected and federally regulated financial institutions in October 2016. The ANPR described plans for implementing cyber-risk management standards at a conceptual level, and presented 39 questions for comment, due February 17, 2017. The ANPR, like the NYDFS regulation and the NAIC Model Act, focuses on corporate governance and the role of the Board in establishing a cybersecurity program, enterprise risk management and continued oversight. If issued, the regulation would apply to depository banks that are governed by the Federal Regulators and insurance companies designated as Non-Bank SIFIs by the Federal
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Stability Oversight Council or insurance subsidiaries of covered depository banks or bank holding companies.\textsuperscript{50}

The ANPR is organized into 5 categories, with cyber risk governance and cyber risk management being the first two that are addressed and clearly intend the Boards to play a major role.\textsuperscript{51} For example, the risk governance category provides that the Board, or an appropriate Board committee approves the entity’s cyber risk management strategy and holds senior management accountable for establishing and implementing appropriate policies consistent with the strategy.\textsuperscript{52} To satisfy this requirement the Board must have adequate expertise in cybersecurity or have access to resources or staff with such expertise.\textsuperscript{53} Only with such expertise is the Board able to provide credible challenges to management in matters related to cybersecurity and the evaluation of cyber risks and resilience.\textsuperscript{54} The cyber risk governance category goes on to require the entity’s Board to review and approve the enterprise-wide cyber risk appetite and tolerances and requires the covered entity to reduce its residual cyber risk to the appropriate level approved by the Board.\textsuperscript{55}

Senior leaders with responsibility for cyber risk oversight would be independent of business line management and would need to have direct, independent access to the Board.\textsuperscript{56} These senior leaders would independently inform the Board on an ongoing basis of the firm’s cyber risk exposure and risk management practices, including known and emerging issues and trends.\textsuperscript{57}

There would be an independent risk management function that reports to the chief risk officer and Boards, as appropriate, regarding implementation of the firm’s cyber risk management framework throughout the organization.\textsuperscript{58} The independent risk management would be continually required to assess the
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firm’s overall exposure to cyber risk and promptly notify the CEO and Board, as appropriate, when its assessment of a particular cyber risk differs from that of a business unit, as well as of any instances when a unit of the covered entity has exceeded the entity’s established cyber risk tolerances.\(^59\) It is essential that the independent risk management function have and maintain sufficient independence, stature, authority, resources, and access to the Board to ensure that the operations of the entity are consistent with the cyber risk management framework.\(^60\) The reporting lines must be clear and separate from those for other operations and business units.\(^61\)

The Federal Regulators are squarely focused on the safety and soundness of financial institutions and the financial system as a whole, and less on consumer protection\(^62\), which is of critical importance for the NYDFS and the NAIC. The Federal Regulators are seeking comment from stakeholders on the ANPR, and plan to use the information gathered to develop a more detailed proposal, which will also be open to public comment.\(^63\)

CONCLUSION

The latest cybersecurity regulatory activity represents an accelerating trend of heightened cybersecurity standards for financial institutions. Boards are critical to creating such policies and providing much needed oversight. And in the case of NYDFS, even a certification of compliance to the regulator.\(^64\) While achieving effective cyber-risk governance overall will be a difficult and complex task and while perfection in this area will never be achieved\(^65\), it is very important for insurance company Boards to take cyber security seriously. Boards that do not properly address the growing cybersecurity threat and oversee the creation of effective cybersecurity policies and programs with accompanying corporate governance will be at serious risk of failing to provide
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required oversight and may also run afoul of the growing body of cyber-
regulations.